
                                       DATA PROTECTION NOTICE 

                                                           OF 

             VIDEO SURVEILLANCE AT “ŻELAZNA” MEDICAL CENTER  

                                Amendment I applies from 17-04-2019 

 

Based on the Regulation (EU) 2016 / 679 of the European Parliament and the 

Council of the EU of 27 April 2016 on the protection of natural persons with 

regard to the processing of personal data and on the free movement of such 

data, and repealing Directive 95/45/EC (General Data Protection Regulation), 

later referred to as  “ GDPR”, we kindly inform you that: 

1. The Controller of your personal data derived from video surveillance 

footage is “Żelazna“ Medical Center LLC in Warsaw (later referred to as 

ŻMC); KRS: 0000445779. The Controller’s contact details: 

a. address: ul. Żelazna 90, 01-004 Warszawa 

b. e-mail address: szpital@szpitalzelazna.pl 

c. telephone: 22 25 59 801  

2. You may contact our Data Processing Officer at iod@szpitalzelazna.pl to 

obtain information on the way your personal data will be used and 

protected by us. 

3. ŻMC will collect your image data derived from video surveillance carried 

out at publicly accessible premises of the Hospital building and the 

Outpatient Clinic, except the areas under heightened expectation of 

privacy, in particular patient rooms and sanitary facilities which shall not 

be monitored. 

4. The cameras detecting movement operate 24 hours a day. Our video 

surveillance system records only images, not sound. There are on-the-spot 

notices to alert the public to the fact that monitoring takes place. 

5. We operate a video surveillance system for the safety and security of the 

Patients, their visitors and our staff; to protect the Hospital and the 

Outpatient Clinic property; to protect order and peace and to prevent 

their infringements; to facilitate  handling complaints and claims; to 

provide the possibility to identify the offenders and to investigate the 

reasons of security incidents. 

 

 



6. The legal basis for processing your image data is Art. 6 (1) (f) of GDPR – 

processing is necessary for legitimate interests pursued by ŻMC and Art. 

22² of the Labor Code. 

7. You have the right to be informed that video surveillance takes place; to 

have access to the recorded image data; to request their deletion or 

limitation of processing; to object to or to block processing and to 

recourse to the President of the Personal Data Protection Office (address: 

ul. Stawki 2, 00-193 Warszawa) 

8. Personal image data will be retained by ŻMC for the maximum of 31 days. 

Thereafter, all images will be overwritten. However, if the collected video 

recordings constitute (or ŻMC assumes they may constitute) evidence in 

legal proceedings, they will be stored until the legally valid completion of 

the proceedings. 

9. Your personal data can be disclosed only to legally authorized entities. 

10.  Your image data shall not be used for automated decision-making and 

profiling. 

11.  The Data Controller shall not transfer your personal data to countries 

outside the European Economic Area (EEA).  

              


